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［Analyst Corner］

each building should be inspected.
In 2008, FDNY implemented a Risk-Based 

Inspection System (RBIS) that has since been re-
fined to meet today’s challenges. Built on a data-
analytics algorithm called FireCast and using 
7,500 weighted risk factors, each district chief is 
presented with a daily report of the buildings at 
highest risk of experiencing a fire that day.

Updated in 2015, FireCast 3.0 sorts data that 
has been collected by 17 city agencies and the 
New York City’s 311 non-emergency phone 
reporting system, including building specifica-
tions, trash violations, and noise complaints. In 
the past, analyzing such large volumes of data 
would take months. The computational process 
for FireCast 3.0 takes no more than 90 minutes. 
Every night, powerful computers at FDNY head-
quarters perform a statistical analysis that assigns 
each building a fire risk score based on three 

Government 4.0 forecasts connecting government agencies with public facilities, assets, and services through IoT-based networks for access by all citizens. The existence of Government 4.0 networks will radically change the way in which public services are designed, managed, and consumed.

years of historical data. Buildings with the highest 
risk scores are placed at the top of a to-do list for 
building inspections.

Enhancing Public Security
Government 4.0 describes a rising trend in Euro-
pean countries that forecasts connecting govern-
ment agencies with public facilities, assets, and 
services through Internet of Things (IoT)-based 
networks for access by all citizens. Government 
4.0 is an echo of Industry 4.0, which is a collec-
tive term that embraces the integration of automa-
tion, data exchange, and manufacturing technolo-
gies. 

The existence of Government 4.0 networks will 
radically change the way in which public services 
are designed, managed, and consumed. With 
digital labels, each public service product will be 
uniquely identified, available at any time day or 

night, record its own history, display 
and report real-time status, and sug-
gest optional routes to achieve its target state. 
Data capture devices, such as cameras and sen-
sors, will be embedded ubiquitously into public 
facilities and secure infrastructures. IoT technolo-
gies will link public service products with real-
time management systems that are able to track 
from the moment an order for public services is 
generated and captured to final delivery.

Security is the most important public service 
product provided by governments. The PRISM 
and FireCast 3.0 systems are just two examples of 
how public services are delivered within a Gov-
ernment 4.0-style framework. Big Data has long 
been used by the U.S. and member states of the 
European Union to serve the largest public good, 
and we expect that China will soon be capable of 
equal breadth and utility in service to the public 
sector.▲
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